
 

 

 

 

 

 

 

 

Instructions for signing a registration application for an entity  
on the e-Procurement Platform 

 
In this document you will learn how to correctly sign a registration application using 

software offered by Polish qualified signature certificate suppliers. 
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Registering an entity on the e-Procurement Platform is possible after selecting the “Register” 
option on the Access Portal. 

 
 

 
Access Portal Screen of the Platform 

 
 
 

Then you should choose the type of account being registered (a Contracting Body or an Economic Operator). 
 

 

 

Screen for selecting the type of account being registered 
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REGISTRATION AND SUBMISSION OF AN APPLICATION 



 
 

If an entity acts both as the Contracting Body and the Economic Operator, it should register 
(and activate) first in the first role, and then add an additional role of the entity. 

 
The process of registering an account on the Platform includes registering a Supervisor account 
(a user who will manage the entity’s data and other users) and registering an entity account. 

 
Then, activation of the Supervisor’s account is required. This is possible through an activation 
link sent to the email address provided during registration. If there is no email with an activation 
link, you should try to log in and then select the “Resend” function on the screen with a message 
about lack of account activation. 

 

 
 

Login screen with information that the account has not been activated 
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REGISTRATION AND SUBMISSION OF AN APPLICATION 

 



 

The next step is to generate and sign a registration application for the entity. The application has 
an XML document format and is generated automatically by the Platform, there is no possibility 
of editing it. The application can be downloaded by selecting the “Upload signed application (for 
supervisors)” tile on the Access Portal. 

 

Access Portal Screen of the Platform with example tiles 
 

Then we can download the XML file containing the application. 
 

 
Application registration screen 

 

Once the application has been correctly signed (outside the Platform) according to the 
instructions in the following chapters, you should upload the signed file and click the "Send file" 
button. This completes the process of activating the entity in the selected role on the Platform. 

 
 
 
 

Version instructions: Signing requests-5.2 4 / 33 

REGISTRATION AND SUBMISSION OF AN APPLICATION 

 



 
 
 

The XML application must be signed using a qualified electronic signature, an electronic seal, a 
trusted signature or a personal signature. 

 
The system accepts applications with a single signature. In the case of multiple person 
representation, any single representative’s signature will suffice. 

 
Only XAdES signature format should be used to sign the application, internal surrounded 
(enveloped) signature type. 

 
 
 
 

 
 

XADES electronic signature types 
 
 
 

The file itself is signed outside the Platform, using software provided by the signature supplier 
or issuer of a qualified signature certificate. 

 
The following part of the document presents examples of correct signing of an application for 
software offered by Polish qualified signature providers. 
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SIGNATURE OF THE APPLICATION  



 

In order to sign the XML file containing the application, you should: 
A. Run the signature wizard by selecting "kreator" (“wizard”), then "podpisu" (“signature”). 

Szafir software, step 1 
 

B. Verify the signature parameters.  
 
Below are recommended signature settings for the XML application: 
• Settings: XAdES-BES configuration. 
• Signature format: XAdES. 
• Variant: do not include additional information (XAdES-BES). 
• Hash function: SHA-256. 
• Type of commitment: None commitments. 
• Signature surrounded (enveloped). 

 

Szafir software, step 2 
 

Szafir (KIR) 



 

C. Then in "File down signature" (“Plik do podpisu”) click "Select" (“Wybierz”). 
 

Szafir software, step 3 
 

D. Indicate the application file to be signed and click "Select" (“Wybierz”). 
 
 

Szafir software, step 4 
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Szafir (KIR) 



 

E. The wizard configuration is complete. Click "Finish" (“Zakończ”) to proceed with signing the file. 
 

Szafir software, step 5 
 

F. Select "Sign" (“Podpisz”)  
 

Szafir software, step 6 
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Szafir (KIR) 



 

G. Enter the correct PIN and then click "OK". 
 

Szafir software, step 7 
 

H. Click "Next" (“Dalej)”. 

Szafir software, step 8 
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Sapphire (KIR) 



 

K. Check the status on the task summary screen.  The signed file has been saved to the location 
specified in the "Data output” (“Dane wyjściowe”) window. 

 

Szafir software, step 9 
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Szafir (KIR) 



 

In order to sign the XML file containing the application, you should: 
A.  Drag the file with the mouse to the marked area, or click on this area and then select the 
desired file to be signed. 

Sigillum Sign software, step 1 

 
B. The application presents the status of the file before it is signed (unsigned). 

 

Sigillum Sign software, step 2 
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Sigilium Sign (PWPW) 



 

C. Below are recommended signature settings for the XML application: 
• Profile: Gov.pl. 
• Format: XAdES. 
• Type: Surrounded (enveloped). 
• Variant: BES (no tag time). 
• Hash function: SHA-256. 
• Commitment type : None. 

 

Sigillum Sign software, step 3 
 

D. Select "Sign" (“Podpisz”). 
E. Select the signature certificate and click "Next" (“Dalej”). 

 

Sigillum Sign software, step 4 
 
 

Version instructions: Signing requests-5.2 
 

12/33 

Sigilium Sign (PWPW) 



 

F. Enter the correct PIN and select “Confirm” (“Potwierdź”). 
 

Sigillum Sign software, step 5 
 

G. A summary screen will be displayed. If everything is correct, click "Next" (“Dalej”). 
 

Sigillum Sign software, step 6 
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Sigilium Sign (PWPW) 



 
H. We receive the file status: signed correctly. 

 

Sigillum Sign software, step 7 
 
 

I. The last step is to download and save the file (Download option). 
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Sigilium Sign (PWPW) 



 

In order to sign the XML file containing the application, you should: 
A.  Verify the program configuration to properly set the signature for the XML application. 

proCentrum SmartSign software, step 1 

B. Verify signature parameters.  

Below are the recommended signature settings for the XML application: 
• Signature format: XAdES. 
• Signature type : internal signature. 
• Hash function: SHA-256. 
• Variant: Do not include additional information (BES), 
• Advanced XAdES signature options: 

- Create an extended signature. 
- Limit the signature to the basic version. 

 

proCentrum SmartSign (ASSECO) 



proCentrum SmartSign software,step 3 
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C. On the main screen select "Signing" (“Podpisywanie”) and "Add file" (“Dodaj plik”). 
 

proCentrum SmartSign software, step 2 
 

D. Select the XML file to be signed, then click "Open" (“Otwórz”). 
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proCentrum SmartSign (ASSECO) 



proCentrum SmartSign software, step 5 

 
 

E. Select "Sign" (”Podpisz”). 
 

proCentrum SmartSign software, step 4 
 

F. Select the certificate and press “OK”. 
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proCentrum SmartSign (ASSECO) 



 
 

G. Enter the correct PIN and then click “OK". 
H. Check the status on the summary screen. Click “OK”. 

 

 

proCentrum SmartSign software, step 7 
 
 

I. The file has been signed  correctly. 
 

proCentrum SmartSign software, step 8 
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proCentrum SmartSign (ASSECO) 



 
 

In order to sign the XML file containing the application, you should: 
A. Verify the program configuration to properly set the signature for the XML application. 

 

SecureDoc software, step 1 
 
 

B. Verify parameters signature.  

Below are the recommended signature settings for the XML: 
• Signature format: XAdES. 
• Variant signature: XAdES-BES (no tag time). 
• Signature type : Surrounded (enveloped). 
• Hash function: SHA-256. 
• Commitment type: None. 

 
 
 
 
 
 
 
 
 
 

 

SecureDoc (EuroCert) 



SecureDoc software, step  3 

Version instructions:  

C. Select "Add file" (“Dodaj plik”). 
 

SecureDoc software, step 2 
 

D. Select the file to be signed and click the “Open” button (“Otwórz”). 
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SecureDoc (EuroCert) 



SecureDoc software,step 5 

 

E. Select "Sign files" (“Podpisz plik”). 
 

SecureDoc software, step 4 
 
 

F. Indicate the certificate and click "OK". 
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SecureDoc (EuroCert) 



 

G. Confirm your willingness to sign file. 
 
 

SecureDoc software, step 6 
 
 

H. Enter the correct PIN and then select “OK”. 
 

SecureDoc software, step 7 
 
 

Version instructions: Signing requests-5. 
22/33 

SecureDoc (EuroCert) 



 
 

I. Confirm the message about completing signing of the file. 
 
 

SecureDoc software, step 8 
 
 
 

J. The file has been signed correctly. 
 

SecureDoc software, step 9 
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SecureDoc (EuroCert) 



 
 

In order to sign the XML file containing the application, you should: 
A. Go to  the "Settings" section (“Ustawienia”) and verify configuration of signature settings for the XML 

application 
 

PEM-HEART software, step 1 
 

B. Below are the recommended  signature settings for the XML application: 
• Signature format: XAdES. 
• Signature variant: XAdES surrounded (enveloped) (only for XML files). 
• Hash algorithm: SHA-256. 

 
 
 
 
 

PEM-HEART Signature (CenCert) 
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C. On the main screen select "Sign" (“Podpisz”). 
 

PEM-HEART software, step 2 
 

D. Add a selected file to be signed by clicking “Add file" (“Dodaj plik”). 
 

PEM-HEART software, step 3 
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PEM-HEART Signature (CenCert) 



PEM-HEART software, step 5 

 
 
 

E. Select a file to be signed. 
 
 

PEM-HEART software, step 4 
 
 
 

 
F. Confirm your willingness to sign file. 
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PEM-HEART Signature (CenCert) 



 
 

G. Enter the correct PIN and then select “OK”. 
 

PEM-HEART software, step 6 
 

H. The file has been signed correctly. 
 

PEM-HEART software, step 7 
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PEM-HEART Signature (CenCert) 



 
 

A necessary condition for using a Trusted Signature is to create and activate a Trusted Profile 
available at: https://www.gov.pl/web/profilzaufany 

 
 

 
Trusted signature, step 1 

 

In order to sign the XML file containing the application, you should: 
A. Use the Signer application, which is located at: 
https://moj.gov.pl/uslugi/signer/upload?xFormsAppName=SIGNER 

 
 

 

Trusted signature, step 2 
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TRUSTED SIGNATURE 

https://www.gov.pl/web/profilzaufany
https://moj.gov.pl/uslugi/signer/upload?xFormsAppName=SIGNER


 
 

B. Select the “SELECT DOCUMENT FROM DISK” option ("Wybierz dokument z dysku”). 
 
 

 
Trusted signature, step 3 

 
C. Click on the file with the .xml extension that needs to be signed and select the “Open” option ("Otwórz”). 

 

 
Trusted signature, step 4 
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TRUSTED SIGNATURE 

 



 
 

When the file is correctly attached, the user will receive a message “The document has been 
added correctly ("Dokument został poprawnie dodany”). 

 

 

Trusted signature, step 5 
 

D. Then select the "SIGN" option (“Podpisz”). 
 

 

 

Trusted signature, step 6 
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TRUSTED SIGNATURE 

 



 
 

E. To sign, you must log in to your Trusted Profile account using one of the options shown in the 
picture below. 

 

Trusted signature, step 7 
 

F. After logging in, click the “Sign with a trusted signature” button ("Podpisz podpisem zaufanym”). 
 

Trusted signature, step 8 
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TRUSTED SIGNATURE 

 



 
 

G. A message “Confirm signing of the document” (“Podwierdź podpisanie dokumentu”). will be displayed. 
Click the “Confirm” button (“Potwierdź”) to confirm the operation. 

 
 
 

 

Trusted signature, step 9 
 

 
H. Performing the above steps will display information about a correctly signed file. 

 

Trusted signature, step 10 
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TRUSTED SIGNATURE 

 



 
 

I. The signed file can be downloaded by clicking the “Download” button ("Pobierz”). 
 

Trusted signature, step 11 
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TRUSTED SIGNATURE 

 


